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Why did it take so long to get EMV?

The road tO delivering Upgrading to EMV chip cards

EMV is changing the way we accept payments. POS software
- providers and Mercury work to incorporate all the features of an
an EMV deVIce' integrated payment system with EMV. Here’s what that looks like:
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FACING MERCHANTS
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FRAUD

THE U.S. HAS A FRAUD PROBLEM

Without EMV With EMV

70% = 80%

increase in credit decrease in card-presen

card fraud since credit card fraud since EMV
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THE PROBLEM: FRAUD

$20,000

Average company

The U.S. has seen a financial loss
: . from PAYMENTS
in since 2004 RALEE

40% of all financial fraud is
related to CREDIT CARDS




THE SOLUTION: !

MERCURY’S EMV TRANSACTIONS help reduce
fraud liability, and maintain customer trust
with the LATEST CARD ACCEPTANCE )
TECHNOLOGIES.

The U.K. has seen an
80% DECREASE IN
CARD FRAUD since
migrating to EMV . (o)




Question 1: What is EMV?
EMV is a standard based on smart card
businass

Question 2: How do EMV “chip
cards” fight fraudsters?

Chip cards genarate » one-time code with avary
transaction making it nearly impossibie to craate
counterfait cards for usa in storas.

Question 3: What are the main
benefits of EMV?

EMV raduces the risk of counterfait, lost or stolan
card fraud, reduces card skamming at the POS and

accapts foreign cards that ara already EMV
anabled and modarnizes your POS.

Question 4: How much has fraud
been increasing in the US?

Fraud continues to ba on the rise. Wo have seen >
70% increase in cradit card fraud since 2007,

Question 5: What does the
October ist liability shift mean?

Viza, MasterCard, Discover and American Express
wll i t a liabifity shift offoctive October 1,
2015. Once tha shift goes into affect, marchants
who have not mada the invastmant in chip-
enablad accaeptance technology may be hald
financially kable for in-store fraud that could have
been prevented with the use of = chap-anabled
acceptance davica.

Question 6: Why is the transition
to EMV happening now?

EMV adoption around tha world ovar the

past soveral dacadas has driven more fraud to
tho Unitad Statas. Tha U.S. iz ona of the last
major countries to adopt EMV, and will naed to
madify many of its payment processes to

fit into the EMV modal.

Question 7: WIill EMV aiways
protect against stolen cards?

Not nacessarily. if an EMV paymant card is stolen,
and tha ownar has not yat deactivated tha
account with tha issuing bani, tha card can be
uzed with a EMV cards come in

with some Chip + PIN. This maans that
the EMV implemantation does not protect against
the theft of actual cradit cards.

Question 8: Will | be able to
accept new payment
technologies?

Most naw payment acceptance devices not only
support EMV cards, but also process NFC mabile
transactions, such as Apple Pay. Accept mobile
and contactiass paymants such as Appla Pay and
Android Pay whan you upgrade your terminal or
POS systemn.

Question 9: What does EMV mean
for my customers?

EMV “chip cards” can improve your
customer experience at the POS and allow
customers to have a safe and seamiess
experience. Consumers know that these
cards will halp them shop safer, so they
will chocse merchants who take this
seriously and strive to sell safely.

Question 10: What do | need to
do to upgrade to EMV?

You should work with your resellar and POS
softwara prowidar to implamant thae bast upgrade
soluuonsfovycuvbusmnss Speak to your POS
sarvice provider about started with tha
procass. You will need to maka a softwarc
upgrada and ansure that you have a EMV accap-
tance davica bafore gatting started with Morcury
EMV accoptance. Your reseliar can direct you to
appropriate devices for your business.
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Questions?

https://www.vantiv.com/jack-vs

Thank you!
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